
 

1 

 
PUBLIC 

 
 

INFORMATIVA SUL TRATTAMENTO DEI DATI PERSONALI DEI FORNITORI 
E DEI CONSULENTI DEL GRUPPO SISAL – Versione in italiano 

 
PRIVACY NOTICE ON THE PROCESSING OF PERSONAL DATA OF SISAL 

GROUP SUPPLIERS AND CONSULTANTS – English version  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



 

2 

 
PUBLIC 

 
 
 

 
INFORMATIVA SUL TRATTAMENTO DEI DATI PERSONALI DEI FORNITORI E DEI CONSULENTI DEL GRUPPO SISAL 

Ultimo aggiornamento e data di decorrenza: Gennaio 2026 

 

Ai sensi degli artt. 13 e 14 del Regolamento (UE) 2016/679 (di seguito, il “Regolamento”), desideriamo informare i nostri 
partner e i fornitori di beni e servizi e i consulenti che si iscrivono sulla piattaforma del Titolare del trattamento come meglio 
individuato nel prosieguo (di seguito, la “Piattaforma”) o a cui siano affidati incarichi, anche di natura professionale, ivi 
compresi i loro rappresentanti legali, referenti, dipendenti, collaboratori o soggetti che agiscono per loro conto e i cui dati 
personali sono trattati nell’ambito i. della registrazione e dell’utilizzo della Piattaforma o ii. dei rapporti contrattuali 
intercorrenti con i predetti partner e fornitori o con le organizzazioni a cui appartengono (gli “Interessati”), che i loro dati 
personali saranno trattati in modo lecito, corretto e trasparente, secondo le modalità e per le finalità di seguito indicate. 
 

TITOLARE DEL TRATTAMENTO 
Il Titolare del trattamento è la società del gruppo Sisal o 
del gruppo SNAI (tra quelle di seguito elencate) con cui 
l’Interessato ha instaurato o sta instaurando il rapporto 
contrattuale, come risultante dal relativo contratto o atto 
negoziale: 
PER SISAL: 
1) Sisal S.p.A. 
2) Sisal Italia S.p.A. 
3) Sisal Gaming S.r.l. 
4) TSG Italy S.r.l. 
Tutte le società summenzionate hanno sede legale in Via 
Ugo Bassi 6, 20159 – Milano.  
Le società di cui ai punti 1), 2) e 3) sono contattabili 
all’indirizzo privacy_sisal@legalmail.it; la società di cui al 
punto 4) è contattabile all’indirizzo 
privacy_pokerstarsita@legalmail.it.  
 
PER SNAI: 
5)Snaitech S.p.A. 
6) Epiqa S.r.l.  
7) Snai Rete Italia S.r.l. 
8) Snaitech Smart Technologies S.r.l.  
9) U4line S.r.l. 
10) Fondazione Snaitech 
 
Tutte le società summenzionate hanno sede legale in Via 
Ugo Bassi 6, 20159 – Milano. 

Le società di SNAI sono tutte contattabili all’indirizzo 
privacy_snai@legalmail.it. 
 
RESPONSABILE DELLA PROTEZIONE DEI DATI 
Il Titolare si avvale di un Responsabile della Protezione dei 
Dati, noto anche come “Data Protection Officer” o “DPO”. 
Il DPO può essere contattato al seguente indirizzo e-mail: 

dpo@fluttersea.com. 
 
FONTE DEI DATI PERSONALI  
I dati personali oggetto di trattamento da parte del 
Titolare sono acquisiti in sede di i. iscrizione e utilizzo della 
Piattaforma e della partecipazione agli eventi organizzati 
sulla Piattaforma e ii. conclusione del contratto con 
l’Interessato e/o in corso di rapporto, direttamente dal 

Titolare e/o mediante soggetti terzi a ciò appositamente 
incaricati, direttamente presso gli Interessati (ad 
esempio, nell’ambito del processo di accreditamento del 
fornitore o di utilizzo di dispositivi o strumenti resi 
disponibili dal Titolare ai fini dell’erogazione della 
prestazione contrattuale), e/o presso terzi (ad esempio, in 
caso di segnalazione di condotte illecite, banche dati 
esterne consultate a fini antiriciclaggio, o di iscrizione ad 
albi professionali, visure camerali o di altre fonti pubbliche 
accessibili, come le testate giornalistiche cartacee o 
digitali), anche attraverso le tecniche di comunicazione a 
distanza delle quali il Titolare si avvale (es. siti web, ecc.).  
 
FINALITÀ E BASE GIURIDICA DEL TRATTAMENTO 
Il Titolare tratta i dati personali degli Interessati nel 
rispetto degli obblighi normativi e di contratto, anche per 
quel che concerne i profili amministrativi, fiscali, contabili.  
In particolare, i dati personali sono trattati nell'ambito del 
rapporto instaurando e instaurato per le seguenti finalità 
e in virtù delle basi giuridiche sotto specificate: 
1) Esecuzione di un contratto in cui l’Interessato è parte 

o di misure precontrattuali adottate su richiesta 
dello stesso (art. 6, comma 1, lett. b) del 
Regolamento), nonché di altre attività connesse e 
strumentali all’instaurazione, all’esecuzione e alla 
gestione del rapporto, quali: 
a) gestione del rapporto contrattuale, tra cui la 

gestione delle attività preliminari alla 
conclusione del contratto e la successiva 
gestione ed esecuzione dello stesso, ivi incluse le 
eventuali attività di verifica in relazione 
all’espletamento della prestazione e la gestione 
dei pagamenti. 

2) Adempimento di obblighi di legge, sia nazionale che 
europea, nonché di ordini/disposizioni di pubbliche 
autorità e/o organismi di vigilanza (art. 6, comma 1, 
lett. c) del Regolamento), quali:  
a) assolvimento di obblighi in materia di 

antiriciclaggio, ove applicabile; 
b) assolvimento di obblighi nei confronti degli 

istituti previdenziali e assistenziali, in caso di 
incarico professionale stipulato dal Titolare 
direttamente con il singolo professionista; 
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c) adempimento di obblighi contabili e fiscali in 
caso di rapporto contrattuale stipulato dal 
Titolare con il singolo consulente; 

d) adempimento di obblighi derivanti dalle norme 
in materia di igiene e di sicurezza sul lavoro.  

3) Perseguimento del legittimo interesse del Titolare 
del trattamento (art. 6, comma 1, lett. f) del 
Regolamento) inerente a: 
a) gestione di verifiche reputazionali preliminari 

all’instaurazione del rapporto contrattuale; 
b) esercizio o la difesa di un diritto in sede 

stragiudiziale e giudiziale, anche amministrativa 
o nelle procedure di arbitrato e di conciliazione 
nei casi previsti dalle leggi, dalla normativa 
comunitaria, dai regolamenti o dai contratti 
collettivi;  

c) adempimento di obblighi derivanti da contratti 
di assicurazione finalizzati alla copertura dei 
rischi connessi alla responsabilità del datore di 
lavoro in materia di igiene e di sicurezza del 
lavoro o per i danni cagionati a terzi nell'esercizio 
dell'attività lavorativa o professionale;  

e) gestione di verifiche e controlli in relazione agli 
obblighi derivanti dal D.lgs. 231/01 in materia di 
responsabilità amministrativa delle società e 
degli enti; 

d) rispetto della normativa in materia di sistemi 
interni di segnalazione delle violazioni (cd. 
“whistleblowing”), volti a consentire la 
segnalazione di fatti o comportamenti che 
possano costituire una violazione delle norme 
disciplinanti l’attività del Titolare o connesse o 
strumentali ad essa; 

e) tutela della sicurezza dei dati, dell’affidabilità 
dei sistemi IT e delle reti di connessione e, più 
in generale, del patrimonio aziendale, 
attraverso il controllo delle dotazioni aziendali 
(ivi comprese quelle informatiche) assegnate 
all’Interessato (come ad esempio Internet, la 
posta elettronica, il badge, ecc.), anche 
attraverso il controllo degli accessi fisici e logici. 

 
CATEGORIE DEI DATI TRATTATI 
I dati personali trattati per le finalità suindicate 
appartengono alle seguenti categorie: dati anagrafici e di 
contatto (es. nome, cognome, codice fiscale e partita IVA, 
indirizzo professionale e numero di telefono 
professionale); dati relativi alla gestione del rapporto di 
lavoro (es. posizione aziendale ricoperta); dati di 
pagamento (es. IBAN); ove necessario per assolvere ad 
eventuali obblighi di legge a carico del Titolare ed 
applicabili a seconda della tipologia di servizio reso; dati 
relativi all’attività imprenditoriale, istituzionale, politica 
o professionale svolta (es. fatturato, numero dei 
dipendenti, ecc.); dati di accesso e di identificazione 
(nome utente e password utilizzati per l’accesso ai sistemi 

Sisal) e log di sistema, dati di navigazione e dati di 
geolocalizzazione di eventuali device che il Titolare 
dovesse mettere a disposizione degli Interessati al fine 
dell’esecuzione degli incarichi affidati, sia mediante 
dispositivi o strumenti resi disponibili dal Titolare che 
mediante dispositivi in dotazione agli Interessati da parte 
della propria organizzazione); dati relativi a documenti di 
identificazione/riconoscimento  (es.  numero di carta di 
identità per l’accesso ai locali del Titolare o per la gestione 
di obblighi di adeguata verifica); eventuali immagini (es. 
fotografie per eventuali badge temporanei per l’accesso ai 
locali).  
Eventuali dati personali rientranti nella categoria dei dati 
particolari idonei a rivelare lo stato di salute potranno 
essere raccolti e trattati dal Titolare ai soli fini della 
gestione di eventuali infortuni occorsi a carico degli 
Interessati presso le sedi del Titolare ai fini della gestione 
degli adempimenti connessi all’igiene e sicurezza sui 
luoghi di lavoro. Tali categorie particolari di dati sono 
oggetto di trattamento esclusivamente da parte del 
personale che ne abbia necessità per mansione svolta. 
Il Titolare potrà, inoltre, raccogliere e trattare dati relativi 
a condanne penali e ai reati o a connesse misure di 
sicurezza o di prevenzione solo nei casi in cui ciò sia 
necessario ai fini dell’assolvimento degli obblighi di legge 
(es. normativa antiriciclaggio) a cui il Titolare è soggetto 
nonché qualunque altro dato volontariamente 
comunicato al Titolare dagli Interessati nell’ambito della 
comunicazione con gli stessi. 
 
MODALITÀ DI TRATTAMENTO 
Il trattamento dei dati personali avviene mediante 
strumenti manuali, informatici e telematici, con logiche 
strettamente correlate alle finalità sopra evidenziate e, in 
ogni caso, nel rispetto delle cautele, delle garanzie e delle 
misure necessarie prescritte dalla normativa di 
riferimento, volte ad assicurare la riservatezza, l’integrità 
e la disponibilità dei dati personali, nonché ad evitare 
danni, siano essi materiali o immateriali (es. perdita del 
controllo dei dati personali o limitazione dei diritti, 
discriminazione, furto o usurpazione d'identità, perdite 
finanziarie, decifratura non autorizzata della 
pseudonimizzazione, pregiudizio alla reputazione, perdita 
di riservatezza dei dati personali protetti da segreto 
professionale o qualsiasi altro danno economico o sociale 
significativo).  
I trattamenti svolti dal Titolare non comprendono 
trattamenti basati su processi decisionali automatizzati 
che producono effetti giuridici o che incidono in modo 
analogo significativamente sulla persona dell’Interessato, 
compresa la profilazione.  
 
POSSIBILI CONTROLLI SU DISPOSITIVI 
Il Titolare desidera informare gli Interessati circa il fatto 
che possono essere effettuati controlli secondo le 
modalità di seguito indicate sui dati personali degli 
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Interessati raccolti tramite l’utilizzo da parte degli stessi 
dei dispositivi aziendali eventualmente assegnati o 
altresì messi a disposizione dal Titolare per lo 
svolgimento della prestazione professionale. Tali attività 
di trattamento, svolte per le finalità descritte, potrebbero 
configurare occasionalmente un monitoraggio indiretto 
dell’attività professionale del consulente da parte del 
Titolare e potranno essere utilizzate a fini di tutela del 
patrimonio aziendale, e della sicurezza dei dati e dei 
sistemi del Titolare su cui il fornitore sia chiamato ad 
operare per l’esecuzione della prestazione professionale. 
In particolare, 

• Rete (Internet e posta elettronica) - in caso di 
assegnazione di una utenza e/o di una casella 
temporanea di posta aziendale per consulenti esterni: 
i sistemi informativi del Titolare sono impostati al fine 
di registrare in appositi file di log e, ove, previsto, 
filtrare (content filtering), i dati di navigazione degli 
utenti e i metadati del traffico email, nonché il livello 
di aggiornamento e configurazione dei dispositivi che 
accedono alla rete aziendale in termini di sistema 
operativo e software installati. Tali dati sono acceduti 
dalle unità organizzative preposte alla tutela della 
sicurezza informatica e della privacy e alla gestione 
dei sistemi informativi, ivi compreso il personale 
nominato amministratore di sistema, in caso di 
richiesta da parte di un’Autorità vigilanza o di 
ricezione di alert anche automatici configuranti un 
evento malevolo. 

• Badge - in caso di assegnazione di un badge 
temporaneo al consulente esterno: trattasi di uno 
strumento che il Titolare adotta per consentire 
l’accesso ai locali e registrare le relative presenze dei 
soggetti previamente autorizzati ad accedere ai locali, 
i quali sono tenuti ad utilizzarlo secondo le modalità 
previste in relazione alla prestazione delle proprie 
attività professionali presso le sedi del Titolare 
mediante gli appositi lettori collocati ivi posizionati. 

• PC, laptop e tablet - in caso di assegnazione di un 
dispositivo temporaneo al consulente esterno: i 
sistemi informativi del Titolare sono impostati al fine 
di registrare in appositi file di log e, ove, previsto, 
filtrare (content filtering), le informazioni riferite ai 
dati di navigazione degli utenti, alle attività svolte 
dagli stessi tramite eseguibili, al livello di 
aggiornamento e configurazione del sistema 
operativo e dei software installati e ai metadati del 
traffico email. A tali dati possono accedere le unità 
organizzative preposte alla tutela della sicurezza 
informatica e della privacy e alla gestione dei sistemi 
informativi, ivi compreso il personale nominato 
amministratore di sistema, in caso di richiesta da 
parte di un’Autorità vigilanza o di ricezione di alert 
anche automatici configuranti un evento malevolo. 

 
COMUNICAZIONE E DIFFUSIONE 

Nei limiti in cui ciò sia necessario per il perseguimento 
delle finalità suindicate, il Titolare si riserva la facoltà di 
comunicare i dati personali:  

• altre società del Gruppo di cui il Titolare è parte, o 
comunque società controllanti, controllate o 
collegate, ai sensi dell’art. 2359 c.c. (situate anche 
all’estero), nell’ambito degli accordi infragruppo 
esistenti per la gestione delle attività di cui alle finalità 
in parola; 

• autorità e organismi di vigilanza e controllo e, in 
generale, soggetti, pubblici o privati, con funzioni di 
rilievo pubblicistico (es.: Agenzia delle dogane e dei 
Monopoli, UIF, Agenzia delle Entrate, autorità 
giudiziaria, autorità di pubblica sicurezza, in ogni caso 
solo nei limiti in cui ricorrano i presupposti stabiliti 
dalla normativa applicabile); 

• organo di controllo, laddove presente; 
• società che provvedono a confrontare i dati forniti 

dagli Interessati con quelli disponibili su pubblici 
registri, banche dati, elenchi, atti o documenti al fine 
di verificarne la veridicità, anche in ottemperanza agli 
obblighi di adeguata verifica imposti dalla normativa 
in materia di antiriciclaggio; 

• soggetti che svolgono servizi assicurativi, ai fini della 
copertura di eventuali rischi derivanti dall’operato del 
fornitore o consulente; 

• soggetti che svolgono servizi bancari e finanziari (es. 
banche attraverso le quali il Titolare predispone i 
pagamenti all’Interessato, ecc.); 

• soggetti che si occupano di prevenzione e protezione 
dai rischi presenti sul luogo di lavoro, sicurezza sul 
lavoro e ambiente (es. Responsabile del Servizio 
Prevenzione e Protezione); 

• soggetti che svolgono attività di controllo accessi agli 
stabili del Titolare; 

• soggetti che effettuano servizi di acquisizione, 
lavorazione, elaborazione e archiviazione dati; 

• soggetti che forniscono servizi per la gestione e 
l’hosting del sistema informativo del Titolare; 

• soggetti che svolgono attività di stampa, 
imbustamento, trasmissione, trasporto e 
smistamento delle comunicazioni; 

• soggetti che svolgono attività di archiviazione della 
documentazione e data-entry; 

• soggetti che svolgono attività di assistenza 
all’Interessato; 

• studi professionali o società nell'ambito di rapporti di 
assistenza e consulenza (es. studi commercialisti, 
studi legali, ecc.); 

• soggetti che svolgono adempimenti di controllo, 
revisione e certificazione delle attività poste in essere 
dal Titolare; 

• soggetti che effettuano attività di assistenza e 
consulenza di comunicazione; 
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• soggetti che svolgono adempimenti di controllo, 
revisione e certificazione delle attività poste in essere 
dalla Committente;  

• organismi nazionali e/o comunitari finanziatori o 
eroganti sovvenzioni di qualsivoglia natura; 

• soggetti che a vario titolo succedono al Titolare nella 
titolarità dei rapporti giuridici (es. cessionari o 
potenziali cessionari di beni, crediti e/o contratti). 

I soggetti appartenenti alle categorie sopra annoverate 
operano in autonomia come distinti Titolari del 
trattamento, o come Responsabili sulla base di istruzioni 
specifiche circa il trattamento indicate in apposita 
documentazione contrattuale. L'elenco aggiornato dei 
Responsabili del trattamento che operano per conto delle 
società di cui ai punti 1), 2) e 3) del paragrafo “Titolare del 
trattamento” che precede è disponibile inoltrando una 
richiesta all’indirizzo privacy_sisal@legalmail.it; mentre 
l’elenco aggiornato dei Responsabili del trattamento 
nominati dalla società di cui al punto 4) del paragrafo 
“Titolare del trattamento” suindicato è disponibile 
inoltrando una richiesta all’indirizzo 
privacy_pokerstarsita@legalmail.it; l’elenco aggiornato 
dei Responsabili del trattamento che operano per conto 
delle società di cui ai punti 5), 6), 7), 8), 9) e 10) del 
paragrafo “Titolare del trattamento” è disponibile 
inoltrando una richiesta all’indirizzo 
privacy_snai@legalmail.it 
 
I dati personali potranno inoltre essere conosciuti, in 
relazione allo svolgimento delle mansioni assegnate, dal 
personale stesso del Titolare, appositamente autorizzato 
al trattamento.  
I dati personali, in ogni caso, non saranno oggetto di 
diffusione e, pertanto, non saranno portati a conoscenza 
di soggetti indeterminati, in qualunque forma, ad esempio 
mediante la loro messa a disposizione o consultazione, 
senza il consenso espresso dell’Interessato, allorché 
richiesto.  
 
TRASFERIMENTO DEI DATI EXTRA UE 
I Dati Personali potrebbero essere comunicati a soggetti 
situati in paesi al di fuori dell’Unione Europea, che 
cooperano con il Titolare nella realizzazione delle finalità 
di cui sopra. Tale trasferimento avverrà unicamente a 
fronte dell’esistenza di accordi internazionali o decisioni di 
adeguatezza da parte della Commissione (art. 45 del 
Regolamento) o a fronte della stipula di norme vincolanti 
d’impresa (“Binding Corporate Rules” o “BCR” ex art. 47 
del Regolamento), ad esempio in caso di fornitori che 
abbiano ottenuto l’autorizzazione alle BCR per 
responsabili del trattamento, o comunque sulla base di 
altre garanzie appropriate che garantiscano ai dati 
personali comunicati o traferiti un grado di protezione 
adeguato ai sensi dell’art. 46 e dell’art. 49 del 
Regolamento. Una copia (o estratto) delle garanzie 
adottate per il trasferimento, ove applicabile, nonché 

l’elenco dei paesi terzi/organizzazioni internazionali verso 
i quali i dati personali sono stati trasferiti, potranno essere 
richiesti all’indirizzo privacy_sisal@legalmail.it in relazione 
alle società di cui ai punti 1), 2) e 3) del paragrafo “Titolare 
del trattamento” che precede oppure all’indirizzo 
privacy_pokerstarsita@legalmail.it per la società di cui al 
punto 4) del paragrafo “Titolare del trattamento” 
suindicato o all’indirizzo privacy_snai@legalmail.it  in 
relazione alle società di cui ai punti 5), 6), 7), 8), 9) e 10) 
del paragrafo “Titolare del trattamento” che precede. 
 
 
TEMPI DI CONSERVAZIONE 
I dati personali degli Interessati saranno conservati per il 
tempo necessario allo svolgimento dei rapporti sussistenti 
tra le parti e per l’adempimento dei relativi obblighi, e 
comunque secondo i termini applicabili per legge in 
materia previdenziale, nonché di quelli prescrizionali 
previsti per l’esercizio dei diritti discendenti dal rapporto 
lavorativo anche dopo la sua definitiva cessazione. In 
particolare: 

• per l’esecuzione degli obblighi necessari ai fini della 
conclusione di un contratto, il Titolare conserverà i 
Dati Personali degli Interessati per il tempo in cui 
l’account risulta attivo e fino alla richiesta di 
disattivazione dell’account da parte dell’Interessato 
o per 24 mesi dall’acquisizione o dall’ultima attività 
effettuata sulla Piattaforma in caso di non utilizzo 
della stessa; 

• per le finalità relative all’esecuzione del contratto, il 
Titolare conserverà i dati personali degli Interessati 
per 10 anni dal termine del contratto; 

• per l’adempimento ad obblighi di legge e 
ordini/disposizioni di autorità e/o organismi di 
vigilanza, il Titolare conserverà i dati personali degli 
Interessati fino all’esaurimento dell’obbligo 
normativo o dell’ordine/disposizione dell’autorità e/o 
organismo di vigilanza; 

• per il perseguimento di legittimi interessi, il Titolare 
conserverà i dati personali degli Interessati fino 
all’esaurimento del legittimo interesse del Titolare, 
tenuto conto del bilanciamento dei diritti di 
quest’ultimo e dell’Interessato. 

Decorsi tali termini, il Titolare provvederà alla 
cancellazione dei Dati Personali dell’Interessato, ovvero 
alla loro trasformazione in forma anonima in maniera 
irreversibile. 
 
DIRITTI DELL’INTERESSATO 
Ai sensi degli articoli da 15 a 22, in presenza dei 
presupposti necessari, il Regolamento conferisce agli 
Interessati la possibilità di esercitare specifici diritti. In 
particolare, l'Interessato può ottenere: a) la conferma 
dell'esistenza di trattamenti di dati personali che lo 
riguardano e, in tal caso, l’accesso a tali dati; b) la rettifica 
dei dati personali inesatti e l’integrazione dei dati 

mailto:privacy_sisal@legalmail.it
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personali incompleti; c) la cancellazione dei dati personali 
che lo riguardano, nei casi in cui ciò sia consentito dal 
Regolamento; d) la limitazione del trattamento, nelle 
ipotesi previste dal Regolamento; e) la comunicazione, ai 
destinatari cui siano stati trasmessi i dati personali, delle 
richieste di rettifica/cancellazione dei dati personali e di 
limitazione del trattamento pervenute dall’Interessato, 
salvo che ciò si riveli impossibile o implichi uno sforzo 
sproporzionato; f) la ricezione, in un formato strutturato, 
di uso comune e leggibile da dispositivo automatico, dei 
dati personali forniti al Titolare, nonché la trasmissione 
degli stessi a un altro titolare del trattamento (c.d. 
portabilità dei dati). L’Interessato ha altresì il diritto di 
opporsi in qualsiasi momento, per motivi legittimi, al 
trattamento dei dati personali che lo riguardano, ancorché 
pertinenti allo scopo della raccolta, fatto salvo il caso in cui 
il Titolare dimostri la presenza di motivi legittimi cogenti 
prevalenti o di esercizio o difesa di un diritto ai sensi 
dell’art. 21 del Regolamento. L’Interessato ha inoltre il 
diritto di non essere sottoposto a una decisione basata 
unicamente sul trattamento automatizzato, compresa la 
profilazione, che produca effetti giuridici che lo 
riguardano o che incida in modo analogo 
significativamente sulla sua persona, salvo che tale 
decisione: a) sia necessaria per la conclusione o 
l’esecuzione di un contratto tra l’Interessato e il Titolare; 
b) sia autorizzata dal diritto dell’Unione o dello Stato 
membro cui è soggetto il Titolare; c) si basi sul consenso 
esplicito dell’Interessato. Nelle ipotesi di cui alle predette 
lettere a) e c), l’Interessato ha il diritto di ottenere 
l’intervento umano da parte del Titolare, di esprimere la 
propria opinione e di contestare la decisione. L’Interessato 
può presentare le richieste destinate alle società di cui ai 
punti 1), 2) e 3) del paragrafo “Titolare del trattamento” 
all’indirizzo privacy_sisal@legalmail.it oppure 
privacy_pokerstarsita@legalmail.it se destinate alla 
società di cui al punto 4) del paragrafo “Titolare del 
trattamento” suindicato  o all’indirizzo 
privacy_snai@legalmail.it in relazione alle società di cui ai 
punti  5), 6), 7) 8), 9) e 10) del paragrafo “Titolare del 
trattamento” suindicato indicando in oggetto “Privacy – 
esercizio dei diritti Privacy”, dettagliando quale diritto 
intende esercitare e fornendo al Titolare le informazioni 
utili ad identificarlo ai sensi degli artt. 11 e 12 del 
Regolamento. 
Qualora il Titolare nutra ragionevoli dubbi circa l'identità 
della persona fisica che presenta la richiesta di cui agli 
articoli da 15 a 22 del Regolamento, può richiedere 
ulteriori informazioni necessarie per confermare 
l'identità dell'Interessato. 
L’Interessato ha, inoltre, il diritto di proporre reclamo 
all’autorità di controllo, segnatamente nello Stato 
membro in cui risiede abitualmente, lavora oppure del 

luogo ove si è verificata la presunta violazione (es. il 
Garante per la Protezione dei Dati Personali in Italia, che 
può essere contattato ai recapiti disponibili sul sito 
www.garanteprivacy.it), come previsto dall’art. 77 del 
Regolamento, nonché di adire le opportune sedi 
giudiziarie ai sensi degli artt. 78 e 79 del Regolamento 
qualora ritenga che i suoi diritti siano stati lesi. 
L’esercizio dei diritti non è soggetto ad alcun vincolo di 
forma ed è gratuito. Se le richieste dell’Interessato sono 
manifestamente infondate o eccessive, in particolare per 
il loro carattere ripetitivo, il Titolare può: 
- addebitare un contributo spese ragionevole tenuto conto 
dei costi amministrativi sostenuti per fornire le 
informazioni o la comunicazione o intraprendere l’azione 
richiesta; oppure 
- rifiutare di soddisfare la richiesta. 
In conformità all’art. 12, paragrafo 3 del Regolamento, il 
Titolare fornirà un riscontro all’Interessato senza 
ingiustificato ritardo e, comunque, al più tardi entro un 
mese dal ricevimento della richiesta stessa. Tale termine 
potrà essere prorogato di due mesi, se necessario, tenuto 
conto della complessità e del numero delle richieste (in 
tale ipotesi, il Titolare del trattamento informerà 
l'Interessato dell’eventuale proroga e dei motivi del 
ritardo, sempre entro un mese dal ricevimento della 
richiesta). 
 
NATURA ED OBBLIGATORIETÀ DEL CONFERIMENTO 
Il conferimento dei dati personali è obbligatorio per le 
finalità sopra indicate e, in mancanza, non sarà possibile 
per il Titolare instaurare alcuna relazione contrattuale o 
eseguire correttamente le obbligazioni e gli impegni che 
ne derivano. Il trattamento per le finalità di cui al punto 3) 
del paragrafo “Finalità e base giuridica del trattamento” non 
è obbligatorio e l'Interessato potrà opporsi a detto 
trattamento con le modalità indicate al paragrafo “Diritti 
dell’Interessato” della presente informativa, e qualora 
l'Interessato si opponesse a detto trattamento i suoi dati non 
potranno essere utilizzati per tale finalità, fatto salvo il caso 
in cui il Titolare dimostri la presenza di motivi legittimi 
cogenti prevalenti o di esercizio o difesa di un diritto ai sensi 
dell’art. 21 del Regolamento.   
 
AGGIORNAMENTO DELL’INFORMATIVA 
Il Titolare si riserva il diritto di aggiornare periodicamente 
il contenuto di questa pagina. L’Interessato è pertanto 
invitato a consultare periodicamente le informazioni qui 
contenute così da rimanere aggiornato rispetto ad 
eventuali modifiche intervenute successivamente 
all’ultima consultazione. 
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PRIVACY NOTICE ON THE PROCESSING OF PERSONAL DATA OF SISAL GROUP SUPPLIERS AND CONSULTANTS 

Last updated and effective date: January 2026 

 

Pursuant to Articles 13 and 14 of Regulation (EU) 2016/679 (hereinafter, the "Regulation"), we wish to inform our partners 
and suppliers of goods and services and consultants who register on the Data Controller's platform as better identified below 
(hereinafter, the "Platform") or who are entrusted with tasks, including those of a professional nature,  including their legal 
representatives, contact persons, employees, collaborators or persons acting on their behalf and whose personal data are 
processed in the context of i. registration and use of the Platform or ii. of the contractual relationships with the 
aforementioned partners and suppliers or with the organizations to which they belong (the "Data Subjects"), that their 
personal data will be processed in a lawful, correct and transparent manner, in the manner and for the purposes indicated 
below. 
 

DATA CONTROLLER  
The Data Controller is the company of the Sisal Group or 
the SNAI Group (among those listed below) with which the 
Data Subject has established or is establishing the 
contractual relationship, as resulting from the relevant 
contract or negotiation act: 
FOR SISAL: 
5) Sisal S.p.A. 
6) Sisal Italia S.p.A. 
7) Sisal Gaming S.r.l. 
8) TSG Italy S.r.l. 
All the above-mentioned companies have their registered 
office in Via Ugo Bassi 6, 20159 – Milan.  
The companies referred to in points 1), 2) and 3) can be 
contacted at privacy_sisal@legalmail.it; the company 
referred to in point 4) can be contacted at 
privacy_pokerstarsita@legalmail.it.  
 
FOR SNAI: 
5)Snaitech S.p.A. 
6) Epiqa S.r.l.  
7) Snai Rete Italia S.r.l. 
8) Snaitech Smart Technologies S.r.l.  
9) U4line S.r.l. 
10) Fondazione Snaitech 
All the above-mentioned companies have their registered 
office in Via Ugo Bassi 6, 20159 – Milan. 

SNAI companies can all be contacted at 
privacy_snai@legalmail.it. 
 
DATA PROTECTION OFFICER 
The Data Controller employs a Data Protection Officer, 
also known as a "Data Protection Officer" or "DPO". The 
DPO can be contacted for Sisal at the following e-mail 

address: dpo@fluttersea.com. 
 
SOURCE OF PERSONAL DATA  
The personal data subject to processing by the Data 
Controller are acquired during i. registration and use of 

the Platform and participation in events organized 

on the Platform and ii. conclusion of the contract with 
the Data Subject and/or in the course of a relationship, 
directly by the Data Controller and/or through third 
parties specifically appointed for this purpose, directly at 

the Data Subjects (for example, as part of the supplier 
accreditation process or the use of devices or tools made 
available by the Data Controller for the purpose of 
providing the contractual service), and/or at third parties 
(for example, in the case of reporting of unlawful conduct, 
external databases consulted for anti-money laundering 
purposes, or registration in professional registers, 
chamber of commerce searches or other accessible public 
sources, such as paper or digital newspapers), also 
through the remote communication techniques used by 
the Data Controller (e.g. websites, etc.).  
 
PURPOSE AND LEGAL BASIS OF THE PROCESSING 
The Data Controller processes the personal data of the 
Data Subjects in compliance with regulatory and 
contractual obligations, including with regard to 
administrative, tax and accounting profiles.  
In particular, personal data are processed as part of the 
relationship established and established for the following 
purposes and by virtue of the legal bases specified below: 
4) Execution of a contract to which the Data Subject is a 

party or of pre-contractual measures adopted at the 
request of the same (Article 6, paragraph 1, letter b) 
of the Regulation), as well as other activities 
connected and instrumental to the establishment, 
execution and management of the relationship, such 
as: 
b) management of the contractual relationship, 

including the management of the activities prior 
to the conclusion of the contract and the 
subsequent management and execution of the 
same, including any verification activities in 
relation to the performance of the service and 
the management of payments. 

5) Fulfilment of legal obligations, both national and 
European, as well as orders/provisions of public 
authorities and/or supervisory bodies (Article 6, 
paragraph 1, letter c) of the Regulation), such as:  
f) fulfilment of anti-money laundering obligations, 

where applicable; 
g) fulfilment of obligations towards  social security 

and welfare institutions, in the case of a 
professional assignment stipulated by the Data 

mailto:privacy_pokerstarsita@legalmail.it
mailto:privacy_snai@legalmail.it
mailto:dpo@fluttersea.com
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Controller directly with the individual 
professional; 

h) fulfilment of accounting and tax obligations in 
the event of a contractual relationship entered 
into by the Data Controller with the individual 
consultant; 

i) fulfilment of obligations deriving from  the 
regulations on health and safety at work.  

6) Pursuit of the legitimate interest of the Data 
Controller (Article 6, paragraph 1, letter f) of the 
Regulation) relating to: 
f) management of reputational checks prior to the 

establishment of the contractual relationship; 
g) exercising or defending a right in and out of 

court, including administrative proceedings, or 
in arbitration and conciliation procedures in the 
cases provided for by laws, EU legislation, 
regulations or collective agreements;  

h) fulfilment of obligations deriving from insurance 
contracts aimed at covering the risks associated 
with the employer's liability in the field of health 
and safety at work or for damage caused to third 
parties in the exercise of work or professional 
activity;  

j) management of checks and controls in relation 
to the obligations deriving from Legislative 
Decree 231/01 on the administrative liability of 
companies and entities; 

i) compliance with the legislation on internal 
systems for reporting violations (so-called 
"Compliance with the Prevention of Accidents"). 
"whistleblowing"), aimed at allowing the 
reporting of facts or conduct that may constitute 
a violation of the rules governing the Data 
Controller's activity or connected or 
instrumental to it; 

j) protection of data security, the reliability of IT 
systems and connection networks and, more 
generally, of company assets, through the 
control of company equipment (including IT 
equipment) assigned to the Data Subject (such 
as Internet, e-mail, badge, etc.), also through the 
control of physical and logical access. 

 
CATEGORIES OF DATA PROCESSED 
The personal data processed for the purposes indicated 
above belong to the following categories: personal and 
contact data (e.g. name, surname, tax code and VAT 
number, professional address and professional telephone 
number); data relating to the management of the 
employment relationship (e.g. company position held); 
payment data (e.g. IBAN); where necessary to fulfil any 
legal obligations imposed by the Data Controller and 
applicable depending on the type of service provided; data 
relating to the entrepreneurial, institutional, political or 
professional activity carried out (e.g. turnover, number of 

employees, etc.); access and identification data 
(username and password used to access Sisal systems) and 
system logs, browsing data and geolocation data of any 
devices that the Data Controller may make available to the 
Data Subjects for the purpose of carrying out the tasks 
entrusted, both through devices or tools made available by 
the Data Controller and through devices supplied to the 
Data Subjects by its own organization); data relating to 
identification/identification documents  (e.g.  identity 
card number for access to the Holder's premises or for the 
management of due diligence obligations); any images 
(e.g. photographs for any temporary badges for access to 
the premises).  
Any personal data falling within the category of special 
data suitable for revealing the state of health may be 
collected and processed by the Data Controller for the sole 
purpose of managing any accidents that occur to the Data 
Subjects at the Data Controller's premises for the purpose 
of managing obligations related to health and safety in the 
workplace. These special categories of data are processed 
exclusively by personnel who need them for the task 
performed. 
The Data Controller may also collect and process data 
relating to criminal convictions and offences or related 
security or prevention measures only in cases where this 
is necessary for the purpose of fulfilling legal obligations 
(e.g. anti-money laundering legislation) to which the Data 
Controller is subject, as well as any other data voluntarily 
communicated to the Data Controller by the Data 
Subjects in the context of communication with them. 
 
PROCESSING METHODS 
The processing of personal data is carried out using 
manual, computerized and telematic tools, with logics 
strictly related to the purposes highlighted above and, in 
any case, in compliance with the precautions, guarantees 
and necessary measures prescribed by the reference 
legislation, aimed at ensuring the confidentiality, integrity 
and availability of personal data, as well as avoiding 
damage, whether material or immaterial (e.g. loss of 
control of personal data or limitation of rights, 
discrimination, identity theft or usurpation, financial loss, 
unauthorized decryption of pseudonymization, damage to 
reputation, loss of confidentiality of personal data 
protected by professional secrecy or any other significant 
economic or social damage).  
The processing carried out by the Data Controller does not 
include processing based on automated decision-making 
processes that produce legal effects or similarly 
significantly affect the person of the Data Subject, 
including profiling.  
 
POSSIBLE CONTROLS ON DEVICES 
The Data Controller wishes to inform the Data Subjects 
about the fact that checks may be carried out  in the 
manner indicated below on the personal data of the Data 
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Subjects collected through the use by the Data Subjects 
of any company devices assigned or otherwise made 
available by the Data Controller for the performance of 
the professional service. These processing activities, 
carried out for the purposes described, may occasionally 
constitute an indirect monitoring of the consultant's 
professional activity by the Data Controller and may be 
used for the purpose of protecting company assets, and 
the security of the Data Controller's data and systems on 
which the supplier is called upon to operate for the 
performance of the professional service. Especially 

• Network (Internet and e-mail) - in the case of 
assignment of a user and/or a temporary company 
mailbox for external consultants: the Data 
Controller's information systems are set up in order 
to record in special log files and, where applicable, 
filtering (content filtering), user browsing data and 
email traffic metadata,  as well as the level of 
updating and configuration of the devices accessing 
the corporate network in terms of the operating 
system and software installed. These data are 
accessed by the organisational units responsible for 
the protection of IT security and privacy and the 
management of information systems, including 
personnel appointed as system administrators, in the 
event of a request by a supervisory authority or the 
receipt of alerts, including automatic ones, 
configuring a malicious event. 

• Badge - in the event of the assignment of a temporary 
badge to the external consultant: this is a tool that the 
Holder adopts to allow access to the premises and 
record the relative attendance of the persons 
previously authorised to access the premises, who are 
required to use it in the manner provided for in 
relation to the performance of their professional 
activities at the Holder's premises through the 
appropriate readers located there Positioned. 

• PCs, laptops and tablets - in the event of assignment 
of a temporary device to the external consultant: the 
Data Controller's information systems are set up in 
order to record in special log files and, where 
applicable, filter (content filtering), the information 
referring to the users' browsing data, the activities 
carried out by them through executables, the level of 
updating and configuration of the operating system 
and the installed software and the metadata of the 
email traffic. Such data can be accessed by the 
organisational units responsible for the protection of 
IT security and privacy and the management of 
information systems, including personnel appointed 
as system administrators, in the event of a request by 
a supervisory authority or the receipt of alerts, 
including automatic ones, configuring a malicious 
event. 

 
COMMUNICATION AND DISSEMINATION 

To the extent necessary for the pursuit of the 
aforementioned purposes, the Data Controller reserves 
the right to communicate personal data:  

• other companies of the Group to which the Data 
Controller belongs, or in any case parent companies, 
subsidiaries or affiliates, pursuant to art. 2359 of the 
Italian Civil Code (also located abroad), as part of the 
existing intra-group agreements for the management 
of the activities referred to in the purposes in 
question; 

• supervisory and control authorities and bodies and, in 
general, public or private entities with functions of 
public importance (e.g.: Customs and Monopolies 
Agency, FIU, Revenue Agency, judicial authority, 
public security authority, in any case only to the 
extent that the conditions established by the 
applicable legislation are met); 

• control body, where present; 
• companies that compare the data provided by the 

Data Subjects with those available in public registers, 
databases, lists, deeds or documents in order to verify 
their veracity, also in compliance with the due 
diligence obligations imposed by anti-money 
laundering legislation; 

• entities that perform insurance services, for the 
purpose of covering any risks arising from the work of 
the supplier or consultant; 

• entities that provide banking and financial services 
(e.g. banks through which the Data Controller 
prepares payments to the Data Subject, etc.); 

• subjects who deal with prevention and protection 
from risks present in the workplace, safety at work 
and the environment (e.g. Head of the Prevention and 
Protection Service); 

• subjects who carry out access control activities to the 
Data Controller's buildings; 

• subjects who carry out data acquisition, processing, 
processing and storage services; 

• subjects who provide services for the management 
and hosting of the Data Controller's information 
system; 

• subjects who carry out printing, enveloping, 
transmission, transport and sorting of 
communications; 

• subjects who carry out documentation archiving and 
data-entry activities; 

• subjects who carry out assistance activities to the 
Data Subject; 

• professional firms or companies in the context of 
assistance and consultancy relationships (e.g. 
accounting firms, law firms, etc.); 

• subjects who carry out control, review and 
certification of the activities carried out by the Data 
Controller; 
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• subjects who carry out communication assistance and 
consultancy activities; 

• subjects who carry out control, review and 
certification of the activities carried out by the Client;  

• national and/or community bodies that finance or 
grant companies of any kind; 

• subjects who in various capacities succeed the Data 
Controller in the ownership of legal relationships (e.g. 
assignees or potential assignees of goods, receivables 
and/or contracts). 

The subjects belonging to the categories listed above 
operate independently as separate Data Controllers, or as 
Data Processors on the basis of specific instructions 
regarding the processing indicated in specific contractual 
documentation. The updated list of Data Processors 
operating on behalf of the companies referred to in points 
1), 2) and 3) of the "Data Controller" paragraph above is 
available by sending a request to the address 
privacy_sisal@legalmail.it; while the updated list of Data 
Processors appointed by the company referred to in point 
4) of the "Data Controller" paragraph above is available by 
sending a request to the following address: 
privacy_pokerstarsita@legalmail.it; the updated list of 
Data Processors operating on behalf of the companies 
referred to in points 5), 6), 7), 8),9) and 10) of the "Data 
Controller" paragraph is available by sending a request to 
the address privacy_snai@legalmail.it 
 
Personal data may also be known, in relation to the 
performance of the tasks assigned, by the Data 
Controller's own staff, who are specifically authorised to 
process them.  
Personal data, in any case, will not be disseminated and, 
therefore, will not be brought to the attention of 
unspecified subjects, in any form, for example by making 
them available or consulting, without the express consent 
of the Data Subject, when requested.  
 
DATA TRANSFER OUTSIDE THE EU 
Personal Data may be communicated to subjects located 
in countries outside the European Union, who cooperate 
with the Data Controller in the realization of the above 
purposes. Such transfer will only take place in the event of 
the existence of international agreements or adequacy 
decisions by the Commission (Article 45 of the Regulation) 
or in the context of the stipulation of binding corporate 
rules ("Binding Corporate Rules" or "BCRs" pursuant to 
Article 47 of the Regulation), for example in the case of 
suppliers who have obtained authorisation from the BCRs 
for data processors,  or, in any case, on the basis of other 
appropriate guarantees that guarantee an adequate level 
of protection to the personal data communicated or 
transferred pursuant to Articles 46 and 49 of the 
Regulation. A copy (or extract) of the safeguards adopted 
for the transfer, where applicable, as well as the list of 
third countries/international organisations to which the 

personal data have been transferred, may be requested 
from the address privacy_sisal@legalmail.it in relation to 
the companies referred to in points 1), 2) and 3) of the 
paragraph "Data controller" above, or from the address 
privacy_pokerstarsita@legalmail.it for the company 
referred to in point 4) of  the "Data Controller"  paragraph 
indicated above or at the privacy_snai@legalmail.it 
address  in relation to the companies referred to in points 
5), 6), 7), 8), 9) and 10) of the "Data Controller" paragraph  
above. 
 
 
STORAGE TIMES 
The personal data of the Data Subjects will be stored for 
the time necessary to carry out the existing relationships 
between the parties and for the fulfilment of the related 
obligations, and in any case according to the terms 
applicable by law on social security, as well as the 
prescriptive terms provided for the exercise of the rights 
deriving from the employment relationship even after its 
definitive termination. Especially: 

• for the performance of the obligations necessary for 
the purpose of entering into a contract, the Data 
Controller will retain the Personal Data of the Data 
Subjects for the time the account is active and until 
the request for deactivation of the account by the 
Data Subject or for 24 months from the acquisition or 
from the last activity carried out on the Platform in the 
event of non-use of the same; 

• for the purposes relating to the execution of the 
contract, the Data Controller will retain the personal 
data of the Data Subjects for 10 years from the end 
of the contract; 

• for the fulfilment of legal obligations and 
orders/provisions of authorities and/or supervisory 
bodies, the Data Controller will retain the personal 
data of the Data Subjects  until  the regulatory 
obligation or the order/provision of the supervisory 
authority and/or body has been exhausted; 

• for the pursuit of legitimate interests, the Data 
Controller will retain the personal data of the Data 
Subjects  until  the legitimate interest of the Data 
Controller has been exhausted, taking into account 
the balancing of the rights of the latter and the Data 
Subject. 

After these terms, the Data Controller will delete the Data 
Subject's Personal Data, or transform them into 
anonymous form in an irreversible manner. 
 
RIGHTS OF THE DATA SUBJECT 
Pursuant to articles 15 to 22, in the presence of the 
necessary conditions, the Regulation gives the Data 
Subjects the opportunity to exercise specific rights. In 
particular, the Data Subject may obtain: a) confirmation of 
the existence of processing of personal data concerning 
him/her and, in this case, access to such data; b) the 
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rectification of inaccurate personal data and the 
integration of incomplete personal data; c) the erasure of 
personal data concerning him/her, in cases where this is 
permitted by the Regulation; d) the limitation processing, 
in the cases provided for by the Regulation; e) the 
communication, to the recipients to whom the personal 
data have been transmitted, of the requests for 
rectification/erasure of the personal data and for the 
limitation of processing received from the Data Subject, 
unless this proves impossible or involves a 
disproportionate effort; f) the receipt, in a structured, 
commonly used and machine-readable format, of the 
personal data provided to the Data Controller,  as well as 
the transmission of the same to another data controller 
(so-called "data controller"). data portability). The Data 
Subject also has the right to object at any time, for 
legitimate reasons, to the processing of personal data 
concerning him/her, even if pertinent to the purpose of 
the collection, except in the case in which the Data 
Controller demonstrates the presence of prevailing 
compelling legitimate reasons or the exercise or defense 
of a right pursuant to Article 21 of the Regulation. The 
Data Subject also has the right not to be subject to a 
decision based solely on automated processing, including 
profiling, which produces legal effects concerning him or 
her or similarly significantly affects him/her, unless such 
decision: a) is necessary for the conclusion or performance 
of a contract between the Data Subject and the Data 
Controller; b) is authorised by Union or Member State law 
to which the Data Controller is subject; c) is based on the 
explicit consent of the Data Subject. In the cases referred 
to in the aforementioned letters a) and c), the Data 
Subject has the right to obtain human intervention from 
the Data Controller, to express his or her opinion and to 
contest the decision. The Data Subject may submit 
requests addressed to the companies referred to in points 
1), 2) and 3) of the "Data Controller" paragraph  to the 
privacy_sisal@legalmail.it address  or 
privacy_pokerstarsita@legalmail.it if addressed to the 
company referred to in point 4) of the "Data Controller"  
paragraph indicated above  or to the address 
privacy_snai@legalmail.it in relation to the companies 
referred to in points 5), 6), 7) 8), 9) and 10) of the 
paragraph "Data Controller" indicated above, indicating in 
the subject "Privacy – exercise of Privacy rights", detailing 
which right he/she intends to exercise and providing the 
Data Controller with the information useful for identifying 
him/her pursuant to art. 11 and 12 of the Regulation. 
If the Data Controller has reasonable doubts about the 
identity of the natural person submitting the request 
referred to in Articles 15 to 22 of the Regulation, it may 
request additional information necessary to confirm the 
identity of the Data Subject. 

The Data Subject also has the right to lodge a complaint 
with the supervisory authority, in particular in the 
Member State where he or she habitually resides, works 
or the place where the alleged violation occurred (e.g. 
the Italian Data Protection Authority, which can be 
contacted at the addresses available on the 
www.garanteprivacy.it website), as provided for by Article 
77 of the Regulation,  as well as to bring the appropriate 
proceedings in accordance with Articles 78 and 79 of the 
Regulation if he/she considers that his/her rights have 
been infringed. 
The exercise of rights is not subject to any formal 
constraint and is free of charge. If the Data Subject's 
requests are manifestly unfounded or excessive, in 
particular due to their repetitive nature, the Data 
Controller may: 
- charge a reasonable fee taking into account the 
administrative costs incurred in providing the information 
or communication or taking the action requested; or 
- refuse to comply with the request. 
In accordance with art. 12, paragraph 3 of the Regulation, 
the Data Controller will provide feedback to the Data 
Subject without undue delay and, in any case, at the latest 
within one month of receipt of the request itself. This 
deadline may be extended by two months, if necessary, 
taking into account the complexity and number of 
requests (in this case, the Data Controller will inform the 
Data Subject of any extension and the reasons for the 
delay, always within one month of receipt of the request). 
 
NATURE AND OBLIGATION OF THE PROVISION 
The provision of personal data is mandatory for the 
purposes indicated above and, in the absence of it,  it will 
not be possible for the Data Controller to establish any 
contractual relationship or correctly perform the 
obligations and commitments deriving from it. Processing 
for the purposes referred to in point 3) of the paragraph 
"Purposes and legal basis of the processing" is not 
mandatory and the Data Subject may object to such 
processing in the manner indicated in the paragraph "Rights 
of the Data Subject" of this policy, and if the Data Subject 
objects to such processing, his/her data may not be used for 
this purpose,  except in the case in which the Data Controller 
demonstrates the presence of prevailing mandatory 
legitimate reasons or the exercise or defense of a right 
pursuant to art. 21 of the Regulation.   
 
UPDATE OF THE POLICY 
The Data Controller reserves the right to periodically 
update the content of this page. The Data Subject is 
therefore invited to periodically consult the information 
contained herein in order to stay updated with respect to 
any changes that have occurred since the last 
consultation. 
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